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A concrete QPV protocol

## $\mathrm{QPV}_{\mathrm{BB} 84}$

$$
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Goal: easy protocol which is very difficult to attack.
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Step 1. Let's analyze the loss
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$$
p_{\mathrm{C}}=\eta\left(1-p_{e r r}\right)
$$
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Security: unentangled attackers
$\mathrm{QPV}_{\mathrm{BB} 84}^{\eta}$
Goal: to upper bound attackers' prob of answering correctly $q_{\mathrm{C}}$


$$
\text { Result } \quad q_{\mathrm{C}}^{*}=\cos ^{2}\left(\frac{\pi}{8}\right) \eta+\sin ^{2}\left(\frac{\pi}{8}\right)(1-\eta) \quad \forall \eta \in\left[\frac{1}{2}, 1\right]
$$

In experimental parameters, the result translates to
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Step 2. Using Step 1 to fix it
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2. arbitrary slow quantum information
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\eta \geqslant \frac{1}{2}
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